Cyber threats have been a constantly growing threat for decades. In the current age of information, we have developed a need for more advanced solutions for protecting information. We have developed new systems such as Intrusion Prevention Systems (IPS) and Intrusion Detection Systems (IDS). These systems have been in place for quite some time now, but they must be constantly upgraded to keep up with the growing complexity of the threats they face. One of these upgrades is Machine Learning. Machine learning is a way for us to use the efficiency of modern processors to help us in the battle to stop threats and detect potential threats.

With how much information we need to keep protected such as personal information, company secrets, and other sensitive data, we must make sure that we are always ahead of those that wish to steal this information for their own personal gain. Machine learning allows us to automate parts of our defense, using software that can learn over time what should be considered a threat, and what is just your typical network traffic. [7] It does this through training, accurate information is given to the software so that it can learn the difference between the two. From there it will be able to apply that information as well as use it to further develop its abilities through multiple different processes.

Machine learning can’t do all the work on its own though, it must be trained and fed new information over time for it to keep up as well as be monitored by an administrator. In an ideal world there would be no human interaction and the software would be able to do everything on its own with no human interaction, but we aren’t quite there yet. But with the recent developments in artificial intelligence, we might be getting closer to that point.
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Intrusion Detection Systems (IDS) have been around for quite some time now, their goal is to detect and notify a network administrator of possible malicious activity on a secure network. This is usually done by routing all the network traffic through the IDS. This lets the IDS inspect the traffic and determine if any malicious activity is taking place. Traditionally, this is done with simple rules configured to the IDS. These systems can use information of previously known attack signatures or known malicious attributes to determine if something suspicious is happening within the secure system. The next step is to use Machine Learning (ML) algorithms to further enhance the abilities of these systems. When referring to ML in IDS, you can divide approaches into Artificial Intelligence (AI) methods, and Computational Intelligence (CI) methods. AI techniques refer to methods normally used by AI models, such as statistical modeling. AI are also able to process symbolic information in a way that CI cannot.[6] CI methods normally handle numeric representation of information, with methods like evolutionary computation, artificial neural networks, and artificial immune systems. For now, we will be focusing on CI methods.

One such CI method is a Genetic Algorithm (GA). GA aims to find an optimal solution to a problem. This is done by using a simplified model of biological genetics to try and mimic the process of evolution, evolving the program to best fit into its environment and serve its purpose. In the realm of intrusion detection, potential solutions to a problem are encoded as sequences of bits. These single bits are called genes, while the sequences of multiple genes together are called chromosomes. The algorithm will then test a set of chromosomes, called a population. From here the program will test this population to see how well of a solution they provide. The parameters for determining how well the solution works will vary depending on the issue at hand.

Decision trees are another method that can be used to classify data with common attributes. When implementing this into an IDS system, an administrator will have to start with providing relevant features so that the program will know what to look for when distinguishing normal behavior from potential intrusions. Features that would be most relevant are attributes such as protocol type, port number, packet length, and frequency of connections. From here, the tree will be trained on a labeled dataset where each instance is tagged as either normal operation or a specific type of attack. To avoid the tree from becoming overly complex with diminishing returns, a process such as pruning will also come into play. Pruning is where the nodes that do not contribute significantly to the overall decision-making process are removed to simplify the table. Once the decision tree has been trained and validated on known information, it can be deployed to an operational environment. As network traffic flows in, the IDS will then use the decision tree to classify the activity as good or bad in real time.[3] One of the major advantages of decision trees is their ability to be continually updated with new data to adapt to newer network traffic as well as intrusion techniques. Decision trees are favored for their simplicity as well as their interpretability. The data from this method is easily readable by a system administrator, making it much easier for an admin to double check the work of a decision tree in case of a mistake.[1] Another reason decision trees are useful is the fact that they accurately classify intrusions, with the proper data training they can be up to 96% accurate at determining if activity is malicious or if it is just regular traffic moving through the network.[2] There are many different ways of implementing ML into an IDS system, each of them having their own set of pros and cons.

Each of these Machine Learning methods has its drawbacks, but when they are used in an environment that plays to their strengths, they can be advantageous for a network administrator to implement. Cyber threats are becoming a more dangerous threat every day and it’s important for us to keep evolving our methods of defending against them. Machine learning and AI technology has been advancing at a rapid pace in the last few years, with programs such as ChatGPT showing how powerful these methods could become. On the other hand, the use of AI to also attack systems could start to become a problem as well. I suspect that in the next handful of years we will start hearing about cyber attacks carried out with the help of AI. For now, the most powerful AI are limited by the companies that own them so that they can’t be used for wrongdoing, but as consumer technology starts to incorporate more AI accelerating technology it could start to become a serious threat. Only time will tell whether the offence or the defense will advance faster.
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